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Security zone means any temporary or 
permanent area determined and estab-
lished by the licensee for the physical 
protection of category 1 or category 2 
quantities of radioactive material. 

State means a State of the United 
States, the District of Columbia, the 
Commonwealth of Puerto Rico, the 
Virgin Islands, Guam, American 
Samoa, and the Commonwealth of the 
Northern Mariana Islands. 

Telemetric position monitoring system 
means a data transfer system that cap-
tures information by instrumentation 
and/or measuring devices about the lo-
cation and status of a transport vehicle 
or package between the departure and 
destination locations. 

Trustworthiness and reliability are 
characteristics of an individual consid-
ered dependable in judgment, char-
acter, and performance, such that 
unescorted access to category 1 or cat-
egory 2 quantities of radioactive mate-
rial by that individual does not con-
stitute an unreasonable risk to the 
public health and safety or security. A 
determination of trustworthiness and 
reliability for this purpose is based 
upon the results from a background in-
vestigation. 

Unescorted access means solitary ac-
cess to an aggregated category 1 or cat-
egory 2 quantity of radioactive mate-
rial or the devices that contain the ma-
terial. 

United States, when used in a geo-
graphical sense, includes Puerto Rico 
and all territories and possessions of 
the United States. 

§ 37.7 Communications. 
Except where otherwise specified or 

covered under the regional licensing 
program as provided in § 30.6(b) of this 
chapter, all communications and re-
ports concerning the regulations in 
this part may be sent as follows: 

(a) By mail addressed to: ATTN: Doc-
ument Control Desk; Director, Office of 
Nuclear Reactor Regulation; Director, 
Office of New Reactors; Director, Office 
of Nuclear Material Safety and Safe-
guards; Director, Office of Federal and 
State Materials and Environmental 
Management Programs; or Director, 
Division of Security Policy, Office of 
Nuclear Security and Incident Re-
sponse, as appropriate, U.S. Nuclear 

Regulatory Commission, Washington, 
DC 20555–0001; 

(b) By hand delivery to the NRC’s of-
fices at 11555 Rockville Pike, Rock-
ville, Maryland 20852; 

(c) Where practicable, by electronic 
submission, for example, Electronic In-
formation Exchange, or CD–ROM. Elec-
tronic submissions must be made in a 
manner that enables the NRC to re-
ceive, read, authenticate, distribute, 
and archive the submission, and proc-
ess and retrieve it a single page at a 
time. Detailed guidance on making 
electronic submissions can be obtained 
by visiting the NRC’s Web site at http:// 
www.nrc.gov/site-help/e-submittals.html; 
by email to MSHD.Resource@nrc.gov; or 
by writing the Office of Information 
Services, U.S. Nuclear Regulatory 
Commission, Washington, DC 20555– 
0001. The guidance discusses, among 
other topics, the formats the NRC can 
accept, the use of electronic signa-
tures, and the treatment of nonpublic 
information. 

§ 37.9 Interpretations. 
Except as specifically authorized by 

the Commission in writing, no inter-
pretations of the meaning of the regu-
lations in this part by any officer or 
employee of the Commission other 
than a written interpretation by the 
General Counsel will be recognized as 
binding upon the Commission. 

§ 37.11 Specific exemptions. 
(a) The Commission may, upon appli-

cation of any interested person or upon 
its own initiative, grant such exemp-
tions from the requirements of the reg-
ulations in this part as it determines 
are authorized by law and will not en-
danger life or property or the common 
defense and security, and are otherwise 
in the public interest. 

(b) Any licensee’s NRC-licensed ac-
tivities are exempt from the require-
ments of subparts B and C of this part 
to the extent that its activities are in-
cluded in a security plan required by 
part 73 of this chapter. 

(c) A licensee that possesses radio-
active waste that contains category 1 
or category 2 quantities of radioactive 
material is exempt from the require-
ments of subparts B, C, and D of this 
part. Except that any radioactive 
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waste that contains discrete sources, 
ion-exchange resins, or activated mate-
rial that weighs less than 2,000 kg (4,409 
lbs) is not exempt from the require-
ments of this part. The licensee shall 
implement the following requirements 
to secure the radioactive waste: 

(1) Use continuous physical barriers 
that allow access to the radioactive 
waste only through established access 
control points; 

(2) Use a locked door or gate with 
monitored alarm at the access control 
point; 

(3) Assess and respond to each actual 
or attempted unauthorized access to 
determine whether an actual or at-
tempted theft, sabotage, or diversion 
occurred; and 

(4) Immediately notify the LLEA and 
request an armed response from the 
LLEA upon determination that there 
was an actual or attempted theft, sabo-
tage, or diversion of the radioactive 
waste that contains category 1 or cat-
egory 2 quantities of radioactive mate-
rial. 

§ 37.13 Information collection require-
ments: OMB approval. 

(a) The U.S. Nuclear Regulatory 
Commission has submitted the infor-
mation collection requirements con-
tained in this part to the Office of Man-
agement and Budget (OMB) for ap-
proval as required by the Paperwork 
Reduction Act (44 U.S.C. 3501 et seq.). 
The NRC may not conduct or sponsor, 
and a person is not required to respond 
to, a collection of information unless it 
displays a currently valid OMB control 
number. The OMB has approved the in-
formation collection requirements con-
tained in this part under control num-
ber 3150–0214. 

(b) The approved information collec-
tion requirements contained in this 
part appear in §§ 37.11, 37.21, 37.23, 37.25, 
37.27, 37.29, 37.31, 37.33, 37.41, 37.43, 37.45, 
37.49, 37.51, 37.55, 37.57, 37.71, 37.75, 37.77, 
37.79, and 37.81. 

Subpart B—Background Investiga-
tions and Access Authoriza-
tion Program 

§ 37.21 Personnel access authorization 
requirements for category 1 or cat-
egory 2 quantities of radioactive 
material. 

(a) General. (1) Each licensee that 
possesses an aggregated quantity of ra-
dioactive material at or above the cat-
egory 2 threshold shall establish, im-
plement, and maintain its access au-
thorization program in accordance 
with the requirements of this subpart. 

(2) An applicant for a new license and 
each licensee that would become newly 
subject to the requirements of this sub-
part upon application for modification 
of its license shall implement the re-
quirements of this subpart, as appro-
priate, before taking possession of an 
aggregated category 1 or category 2 
quantity of radioactive material. 

(3) Any licensee that has not pre-
viously implemented the Security Or-
ders or been subject to the provisions 
of this subpart B shall implement the 
provisions of this subpart B before ag-
gregating radioactive material to a 
quantity that equals or exceeds the 
category 2 threshold. 

(b) General performance objective. The 
licensee’s access authorization pro-
gram must ensure that the individuals 
specified in paragraph (c)(1) of this sec-
tion are trustworthy and reliable. 

(c) Applicability. (1) Licensees shall 
subject the following individuals to an 
access authorization program: 

(i) Any individual whose assigned du-
ties require unescorted access to cat-
egory 1 or category 2 quantities of ra-
dioactive material or to any device 
that contains the radioactive material; 
and 

(ii) Reviewing officials. 
(2) Licensees need not subject the 

categories of individuals listed in 
§ 37.29(a)(1) through (13) to the inves-
tigation elements of the access author-
ization program. 
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